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# Formål

Dette dokument beskriver de API snitflader der findes på OS2faktor Login til at udlæse informationer om registrerede kodevisere.

# Adgangskontrol

Når man kalder servicen skal man angive en API nøgle som en HTTP Header. Denne udleveres af Digital Identity når man skal have adgang til API’et. Headeren hedder ApiKey, og API nøglen angives som direkte værdi, fx

ApiKey: 09fc50d5-f9f6-44e1-ba63-524c146354ad

# Endpoints

API’et er udstillet under det domæne hvor administratorpotalen er udstillet, fx

<https://login.kommune.dk/>

De enkelte API endpoints er

## HTTP GET /api/kodeviser

Dette endpoint henter alle kodevisere ud i et JSON array, som beskrevet med eksempel nedenfor

**Eksempel output**

[ {

"name": "Min kodeviser",

"deviceId": "123-123-123-123",

"serialNumber": "853828578321",

"nsisLevel": "SUBSTANTIAL",

"time": "2024-09-23 11:45:12",

"samAccountName": "bsg"

} ]

Output er altid er array af auditlog records, og de enkelte felter er beskrevet nedenfor

|  |  |  |
| --- | --- | --- |
| **Felt** | **Type** | **Beskrivelse** |
| name | Streng | Det navn brugeren har givet sin kodeviser |
| deviceId | Streng | ID’et på kodeviseren i OS2faktor |
| serialNumber | Streng | Serienummeret på bagsiden af kodeviseren |
| nsisLevel | Streng | Det NSIS niveau som kodeviseren er registreret til |
| time | Timestamp | Sidst anvendt |
| samAccountName | Streng | Brugernavn som kodeviseren er registreret til |